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accrediting entity must determine the 
number of evaluators that participate 
in a site visit in light of factors such 
as: 

(1) The agency’s or person’s size; 
(2) The number of adoption cases it 

handles; 
(3) The number of sites the accred-

iting entity decides to visit; and 
(4) The number of individuals work-

ing at each site. 
(d) Before deciding whether to ac-

credit an agency or approve a person, 
the accrediting entity may, in its dis-
cretion, advise the agency or person of 
any deficiencies that may hinder or 
prevent its accreditation or approval 
and defer a decision to allow the agen-
cy or person to correct the deficiencies. 

§ 96.25 Access to information and doc-
uments requested by the accred-
iting entity. 

(a) The agency or person must give 
the accrediting entity access to infor-
mation and documents, including adop-
tion case files and proprietary informa-
tion, that it requires or requests to 
evaluate an agency or person for ac-
creditation or approval and to perform 
its oversight, enforcement, renewal, 
data collection, and other functions. 
The agency or person must also cooper-
ate with the accrediting entity by 
making employees available for inter-
views upon request. 

(b) Accrediting entity review of adop-
tion case files pursuant to paragraph 
(a) shall be limited to Convention 
adoption case files and cases subject to 
the UAA, except that, in the case of 
first-time applicants for accreditation 
or approval, the accrediting entity may 
review adoption case files related to 
other non-Convention cases for pur-
poses of assessing the agency’s or per-
son’s capacity to comply with record- 
keeping and data-management stand-
ards in subpart F of this part. The ac-
crediting entity shall permit the agen-
cy or person to redact names and other 
information that identifies birth par-
ent(s), prospective adoptive parent(s), 
and adoptee(s) from such non-Conven-
tion adoption case files not subject to 
the UAA prior to their inspection by 
the accrediting entity. 

(c) If an agency or person fails to pro-
vide requested documents or informa-

tion, or to make employees available 
as requested, the accrediting entity 
may deny accreditation or approval or, 
in the case of an accredited agency or 
approved person, take appropriate ad-
verse action against the agency or per-
son solely on that basis. 

[71 FR 8131, Feb. 15, 2006, as amended at 79 
FR 40634, July 14, 2014] 

§ 96.26 Protection of information and 
documents by the accrediting enti-
ty. 

(a) The accrediting entity must pro-
tect from unauthorized use and disclo-
sure all documents and information 
about the agency or person it receives 
including, but not limited to, docu-
ments and proprietary information 
about the agency’s or person’s fi-
nances, management, and professional 
practices received in connection with 
the perf ormance of its accreditation or 
approval, oversight, enforcement, re-
newal, data collection, or other func-
tions under its agreement with the 
Secretary and this part. 

(b) The documents and information 
received may not be disclosed to the 
public and may be used only for the 
purpose of performing the accrediting 
entity’s accreditation or approval func-
tions and related tasks under its agree-
ment with Secretary and this part, or 
to provide information to the Sec-
retary, the Complaint Registry, or an 
appropriate Federal, State, or local au-
thority, including, but not limited to, a 
public domestic authority or local law 
enforcement authority unless: 

(1) Otherwise authorized by the agen-
cy or person in writing; 

(2) Otherwise required under Federal 
or State laws; or 

(3) Required pursuant to subpart M of 
this part. 

(c) Unless the names and other infor-
mation that identifies the birth par-
ent(s), prospective adoptive parent(s), 
and adoptee(s) are requested by the ac-
crediting entity for an articulated rea-
son, the agency or person may with-
hold from the accrediting entity such 
information and substitute individ-
ually assigned codes in the documents 
it provides. The accrediting entity 
must have appropriate safeguards to 
protect from unauthorized use and dis-
closure of any information in its files 
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